# Chương 1. MỞ ĐẦU

**Tóm tắt chương:**

* *Nội dung chương mở đầu trình bày tổng quan về nhu cầu cần đến mã dòng hiện nay, mục tiêu và yêu cầu của luận văn. Nội dung tóm tắt của từng chương trong luận văn được trình bày trong phần bố cục luận văn ở phía cuối của chương*.

## Bố cục luận văn

Nội dung của luận văn được trình bày gồm:

**Chương 1. MỞ ĐẦU** trình bày nhu cầu cần đến mã dòng hiện nay trong thực tế, lý do và mục tiêu thực hiện đề tài mã dòng, đồng thời xác định được các yêu cầu đặt ra của luận văn.

**Chương 2. LÝ THUYẾT MÃ DÒNG** trình bày và hệ thống các kiến thức căn bản của mã dòng, đồng thời so sánh sự khác nhau giữa mã dòng và mã khối, nêu ra các loại kiến trúc mã dòng, các loại bộ sinh dòng khóa; trình bày lý thuyết về trường hữu hạn (trường Galois) đóng vai trò cơ sở toán học quan trọng để hiểu rõ các khái niệm liên quan đến mã dòng như: dòng khóa được sinh ra bởi bộ sinh, LFSR, S-box; trình bày các khía cạnh mật mã của dòng khóa: độ phức tạp tuyến tính và đa thức cực tiểu, phân phối mẫu, hàm tương quan, độ phức tạp cầu; sau cùng là trình bày và hệ thống phần rất quan trọng, đó là tính an toàn của mô hình mã dòng với các ý tưởng: tính an toàn dựa vào kiến trúc mã dòng, tính an toàn dựa vào các khía cạnh mật mã của dòng khóa, đặc biệt là tính an toàn dựa vào kiến trúc của bộ sinh sẽ đi sâu phân tích và khảo sát các đặc tính mật mã quan trọng của hàm Boolean và S-box ảnh hướng đến tính an toàn của bộ sinh như: tính phi tuyến (nonlinearity) và tiêu chuẩn SAC (Strict Avalanche Criterion) của hàm Boolean, tính đồng nhất sai phân của S-box.

**Chương 3. MÃ DÒNG TRÊN MẠNG DI ĐỘNG** trình bày giới thiệu về mạng di động và các thuật toán bảo mật đã có trên mạng di động; trình bày lại mô hình mã dòng ZUC và các ứng dụng của nó trong hai thuật toán bảo mật là: thuật toán mã hóa 128-EEA3 và thuật toán chứng thực thông điệp 128-EIA3; trình bày các tiêu chuẩn thiết kế các lớp (layer) trong cấu tạo của ZUC, đặc biệt đi sâu phân tích và thực nghiệm đo đạc để kiểm tra các đặc tính mật mã quan trọng của hai S-box *S*0 và *S*1 trong hàm phi tuyến *F* là: tính phi tuyến của S-box, tính đồng nhất sai phân của S-box, tiêu chuẩn SAC và tính cân bằng (balance) của các hàm thành phần của S-box.

**Chương 4. CHƯƠNG TRÌNH THỰC HIỆN** trình bày kết quả về ứng dụng thử nghiệm Voice Chat, được hiện thực thông qua thuật toán mã hóa 128-EEA3 dùng generator ZUC để đảm bảo bí mật dữ liệu trên đường truyền giữa những người thực hiện cuộc hội thoại với nhau; trình bày mô hình của ứng dụng với các yêu cầu chức năng và mô hình hoạt động; tổng kết các kết quả đạt được và chưa đạt được về mặt ứng dụng của chương trình thực hiện.

**Phụ lục A** trình bày một số đặc tính mật mã khác của hàm Boolean và của S-box ảnh hướng đến tính an toàn của bộ sinh là: bậc đại số (algebraic degree) và độ miễn đại số (algebraic immunity).

**Phụ lục B** trình bày lại cấu trúc và sự an toàn của S-box trong thuật toán mã khối AES.

**Phụ lục C** trình bày một số khái niệm khác như: lượng tin, các tiên đề ngẫu nhiên Golomb.
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# Chương 2. LÝ THUYẾT MÃ DÒNG

**Tóm tắt chương:**

* *Chương 2 hệ thống và khảo sát các lý thuyết liên quan đến mã dòng. Nội dung chương này trình bày các vấn đề chính sau:*
  + *Trình bày khái niệm mã dòng và so sánh sự khác nhau giữa mã dòng và mã khối.*
  + *Trình bày các loại mã dòng: mã dòng đồng bộ và mã dòng tự đồng bộ; trình bày và phân tích tính chất của các kiến trúc mã dòng: mã dòng đồng bộ cộng, mã dòng tự đồng bộ cộng, mã dòng đồng bộ không cộng, phương pháp mã dòng sử dụng mã khối, mã phân phối hợp tác; trình bày các loại bộ sinh có thể được dùng trong mô hình mã dòng.*
  + *Trình bày và hệ thống các kiến thức cần thiết về trường hữu hạn (trường Galois), đóng vai trò nền tảng để hiểu rõ các khái niệm liên quan đến mã dòng như: dòng khóa được sinh ra bởi bộ sinh, LFSR, S-box*
  + *Trình bày và hệ thống các khía cạnh mật mã của dòng khóa được sinh ra bởi bộ sinh như: độ phức tạp tuyến tính và đa thức cực tiểu, phân phối mẫu, hàm tương quan, độ phức tạp cầu.*
  + *Hệ thống và phân tích các vấn đề liên quan đến tính an toàn của mô hình mã dòng, với 3 ý tưởng là: tính an toàn dựa trên kiến trúc mã dòng, tính an toàn dựa trên các khía cạnh mật mã của dòng khóa, tính an toàn dựa trên kiến trúc của bộ sinh. Ý tưởng về tính an toàn dựa trên kiến trúc của bộ sinh được khảo sát và phân tích kỹ lưỡng về các đặc tính mật mã quan trọng của hàm Boolean và S-box ảnh hướng đến tính an toàn của bộ sinh như: tính phi tuyến (nonlinearity) và tiêu chuẩn SAC (Strict Avalanche Criterion) của hàm Boolean, tính đồng nhất sai phân của S-box*.
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# Chương 3. MÃ DÒNG TRÊN MẠNG DI ĐỘNG

**Tóm tắt chương:**

* *Chương 3 hệ thống và khảo sát các vấn đề liên quan đến mã dòng trên mạng di động. Nội dung chương này trình bày các vấn đề chính sau:*
  + *Hệ thống giới thiệu sơ lược về mạng di động, các thuật toán bảo mật đã có trên mạng di động.*
  + *Hệ thống lại mô hình mã dòng ZUC với cấu tạo của ZUC cũng như kiến trúc và hoạt động của 3 lớp: LFSR, BR, hàm phi tuyến F; trình bày hoạt động của ZUC.*
  + *Trình bày hai ứng dụng của ZUC là thuật toán mã hóa 128-EEA3 và thuật toán chứng thực thông điệp 128-EIA3.*
  + *Hệ thống, phân tích các tiêu chuẩn thiết kế và tính an toàn của ZUC: trình bày và phân tích tiêu chuẩn thiết kế của lớp LFSR; trình bày tiêu chuẩn thiết kế của lớp BR; hệ thống và phân tích tiêu chuẩn thiết kế và tính an toàn của hàm phi tuyến F, đặc biệt đi sâu phân tích và thực nghiệm đo đạc để kiểm tra các đặc tính mật mã quan trọng của hai S-box S0 và S1 là: tính phi tuyến của S-box, tính đồng nhất sai phân của S-box, tiêu chuẩn SAC và tính cân bằng (balance) của các hàm thành phần của S-box*.
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[35] 3rd Generation Partnership Project, Technical Specification Group Services and System Aspects, *“Specification of the 3GPP Confidentiality and Integrity Algorithms 128-EEA3 & 128-EIA3”*. Document 4: *“Design and Evaluation Report”*, 18-Jan-2011.
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# Chương 4. CHƯƠNG TRÌNH THỰC HIỆN

**Tóm tắt chương:**

* *Chương 4 trình bày kết quả của ứng dụng do chúng tôi thực hiện, với mô hình ứng dụng thử nghiệm mã dòng thông qua thuật toán mã hóa 128-EEA3 sử dụng generator ZUC. Nội dung chương này trình bày các vấn đề chính sau:*
  + *Giới thiệu tổng quan về ứng dụng Voice Chat dùng thuật toán mã hóa 128-EEA3 để đảm bảo tính bí mật của dữ liệu cuộc hội thoại trên đường truyền.*
  + *Trình bày mô hình của ứng dụng với các nội dung: các yêu cầu chức năng của chương trình; mô hình hoạt động của chương trình bao gồm: mô hình hoạt động ở chế độ công khai, mô hình hoạt động ở chế độ riêng tư; giao diện chương trình và hướng dẫn thực thi.*
  + *Tổng kết, đánh giá các kết quả đạt được và chưa đạt được về mặt ứng dụng của chương trình thực hiện*.